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1. Introduction
1.1 The Disclosure and Barring Service (DBS) is an executive agency of the Home Office set up to exercise the powers and fulfil the responsibilities of the Secretary of State under the Police Act (1997). The DBS offers access to police records and information in the form of a disclosure (at standard and enhanced levels) to enable organisations to make informed recruitment and licensing decisions. The types of information disclosed are outlined in the table below
	Type of check
	Information disclosed

	Basic*
	· Convictions considered unspent under the Rehabilitation of Offenders Act 1974

	Standard
	· Spent and unspent convictions, cautions, reprimands and final warnings

	Enhanced
	· Spent and unspent convictions, cautions, reprimands and final warnings

· ‘Approved’ information from local police records

· Information from the Children’s and/or Vulnerable Adults Barred Lists (for those working in ‘regulated activity’ with these groups)


*Provided through Disclosure Scotland

1.2 Kent County Council’s (KCC) primary responsibility is to safeguard and promote the welfare of children and vulnerable adults receiving its servicers. KCC undertake DBS checks as a registered body, e-registered body and umbrella body on behalf of its own business units and for Kent maintained schools.  The Corporate Director of Human Resources is responsible for the provision of the Umbrella body service for KCC.
1.3 This procedure forms part of KCC’s overall recruitment strategy and covers the use of Disclosure and Barring Service (DBS) Disclosures for eligible positions, as determined by the Rehabilitation of Offenders Act 1974 (Exceptions) Order 1975, Police Act 1997, Safeguarding Vulnerable Groups Act (2006) and Protection of Freedoms Act (2012).
2. Scope
2.1 This procedure covers anyone engaged in KCC work, whether directly employed by KCC or not. For clarity, this includes:
· Employees

· Volunteers

· Apprentices

· Work placements

· Student placements

· Short or long term work experience

· Those who wish to foster, adopt or act as Guardians, personal assistants or adult placement scheme carers
· Agency staff

3. Determining Disclosure Requirements
3.1 The level of Disclosure required for a particular position is indicated by legislation. To be eligible for a Standard level DBS check the position must be included in the Rehabilitation of Offenders Act (ROA) 1974 (Exceptions) Order 1975. To be eligible for an Enhanced DBS check, the position must be included in both the ROA Exceptions Order and in Police Act Regulations. To be eligible for an Enhanced DBS check including a check of the Children’s and/or Adults’ Barred list, the position must additionally meet the definition of Regulated Activity with Children and/or Vulnerable Adults in the Safeguarding Vulnerable Groups Act 2006, as amended by the Protection of Freedoms Act 2012 or be an otherwise specified position. All staff in eligible positions will be subject to the appropriate level of check.
3.2 KCC Managers are responsible for identifying posts (at the point of recruitment or  when a position changes) which require a DBS Disclosure in line with the following:
· Rehabilitation of Offenders Act 1974 (Exceptions) Order 1975
· Safeguarding Vulnerable Groups Act 2006
· Police Act 1997
· Protection of Freedoms Act 2012
· Disclosure and Barring Service (DBS) and government department (e.g. Department for Education) guidance
· Support from HR Business Centre Employment Check Team and HR Advisory Team
Head Teachers are responsible for initiating a disclosure request with Schools’ Personnel Service (SPS) Employment Check Team.

HR Advisory Team, with the support of the HR Business Centre Employment Check Team and KCC Managers will review position eligibility across the organisation on a regular basis and in light of any legislative changes.

KCC may undertake Basic Level checks via Disclosure Scotland for roles which are not exempt from the Rehabilitation of Offenders Act 1974, this could include positions where employees work with the public, enter private homes as a regular part of their work or have access to personal or financial information. 
3.3 Posts will be re-checked every three years*. 
3.4 Individuals with multiple posts with KCC will be re-checked 3 years* from the date of their most recent check.
3.5 Individuals moving within KCC (i.e. checked under the KCC Umbrella Body) to another identified position requiring a check of the same level and type will be asked by their new manager to produce their copy of their current Disclosure and may be required to undergo a re-check in order to provide optimal assurance for the recruiting manager, or if required under Care Quality Commission (CQC) guidelines. 
3.6 KCC reserves the right to carry out further DBS checks at any time.
*
Excluding staff in schools, and those with a position specified as requiring a check on appointment only.

4. Recruitment Process
4.1 To allow applicants to self select, all Job Descriptions, Person Specifications and advertisements of DBS eligible positions must make the need for DBS Disclosure clear.

4.2 Managers who recruit and employ are responsible for ensuring all applicants granted an interview are asked appropriate questions to ensure they are aware, and understand the implications of, DBS eligible posts.

4.3 Managers who recruit and employ are also responsible for making sure the required identification documents produced in support of a DBS application are checked and recorded in line with the disclosure process.

4.4 At interview, or in a separate discussion, KCC managers will ensure an open and measured discussion takes place on the subject of any offences or other matter that might be relevant to the position. Failure to reveal relevant information at interview which later comes to light through the DBS process, or any other intelligence, may lead to the withdrawal of an offer, compromise an individual’s employment contract or lead to disciplinary action up to and including dismissal, depending on the circumstances.

4.5 Any offer of appointment is conditional upon receipt of a satisfactory DBS Disclosure. Anyone engaged in KCC work will not be able to commence such work until the process has been completed and a satisfactory Disclosure received. It is the Recruiting/Line Manager’s responsibility to make sure procedures are followed.
5. Agency Workers
5.1 Agencies are contracted to supply workers with valid DBS Disclosure checks.  However, it is the responsibility of the recruiting manager to ensure agency workers have a valid and current check whilst working with vulnerable groups or in another eligible position. KCC defines a valid and current check as one of the appropriate type and level, undertaken in the previous three years, with no subsequent changes of circumstance.

5.2 Managers are advised to note that Connect2Staff initiate their own renewals at three yearly intervals.

5.3 If a disclosure for an agency worker contains additional information, the matter should be reported to the HR Business Centre Employment Check Team and the same risk assessment process undertaken as for KCC employees (detailed in section 9). Under no circumstances should a recruiting manager allow an agency worker with a disclosure with content to commence an assignment with KCC before a risk assessment has been completed and recruitment decision made.

6. Existing Personnel
6.1 Where an offence is committed after a DBS Disclosure has been completed the individual must advise their Line Manager or Head Teacher accordingly.   The manager, with advice from HR Advisory Team, will decide whether the offence has any impact on the individual’s ongoing employment or the type of work they are able to carry out.

6.2 If a subsequent DBS check reveals information that has not been disclosed, disciplinary action up to and including dismissal will be taken.

6.3 Unless otherwise indicated in section 3 (above), individuals in eligible posts will be re-checked every three years*.
6.4 Re-checks are initiated three months prior to the expiry of the previous check and must be satisfactorily completed prior to the date the renewal is due. In the event that a DBS application has not been submitted two weeks before a renewal is due, the HR Business Centre Employment Check team will alert HR Advisory Team.

6.5 Existing personnel in DBS-eligible positions who refuse or fail to correctly complete a check or re-check within the required timescales will be subject to disciplinary action up to and including dismissal.

6.6 If a check expires whilst an individual is absent from work on long-term leave (e.g. maternity leave, career break or long-term sick leave), a new check must be completed prior to recommencing work with KCC as part of the return to work process.

6.7 In exceptional circumstances, such as where a renewal for an existing employee has been submitted well in advance of the expiry of a previous check, but no result received upon the expiry of the previous check, it may be possible to request for the individual in question to work under supervision for a predefined period, provided the employee has a previous, satisfactory DBS undertaken by KCC. It is the responsibility of the applicant’s manager to obtain approval at Head of Service level which must then be forwarded to the HR Business Centre Employment Check Team. 

7. Non-employees engaged in KCC Work
7.1 Unless otherwise stated, this procedure applies the same standards and processes outlined above to all those engaged in KCC work, whether directly employed by KCC or not.

7.2 In the case of three-yearly renewals for individuals engaged in KCC work, though not directly employed by KCC, it is the responsibility of the individual’s Manager to ensure that they are re-checked prior to the expiry of the previous check.

8. Check timescales

8.1 Individuals required to complete a DBS check must provide the information required for the Disclosure application when asked and within the agreed time limits to avoid delay in the process. Applicants are required to complete their sections of the Disclosure application within 5 days of request. In the case of repeated failure to complete this, the matter is escalated to Director level and the HR Advisory Team.

8.2 In the event that an individual has not been contacted regarding a re-check 8 weeks before their existing check is due to expire, they are responsible for informing their line manager and the HR Business Centre Employment Check Team.

8.3 KCC staff that check evidence of identity as part of a Disclosure application must provide the information required for the Disclosure application when asked and within the agreed time limits to avoid delay in the process. ID verifiers are required to check and record identification documents produced in support of a DBS application in line with the disclosure process within 5 days of request. In the case of repeated failure to complete this, the matter is escalated to Director level and HR Advisory Team.
9. Disclosure of Information
9.1 For checks submitted through the online system, notification of disclosure results is received electronically. Only the applicant receives a printed copy of the disclosure certificate. In the case of clear disclosures, the nominated ‘Manager’ will receive an automated email from the system with the disclosure number and issue date, whilst in the case of disclosures with content, the system will alert the HR Business Centre Employment Check team to request to view the applicant’s certificate.

9.2 Upon receiving notification from the DBS that a disclosure contains information, the individual will be required to present their disclosure certificate to the HR Business Centre Employment Check team. Failure to present a disclosure certificate may result in disciplinary action up to and including dismissal.

9.3 Information provided to KCC by the DBS and / or individual will be reviewed in the strictest confidence and will only be passed to those entitled to receive the information, in line with the DBS Code of Practice.  These are the HR Business Centre Employment Check team, the applicant’s manager and Head of Service, Director or Corporate Director, HR Advisory Team and the Safeguarding Unit (where applicable).

9.4 A criminal record will not automatically bar the individual to working with children or vulnerable adults. KCC’s Policy Statement on the Recruitment of Ex-Offenders is included in Appendix 1.

9.5 KCC reserves the right to judge each case on its merits within the following parameters:

· Nature of offence(s) listed and / or police information disclosed

· Relevance to the post applied for

· Length of time elapsed since incident

· Whether the matters disclosed form any pattern
· The circumstances under which the offence was committed

· Changes in the applicant’s personal circumstance

· Openness of declaration during the recruitment process

· Country of conviction

· Decriminalisation

· Remorse
9.6 KCC undertakes to discuss any matter revealed in a Disclosure with the applicant before making a decision.

9.7 All disclosures with content will be risk assessed via the procedure outlined below, with the exception of those for individuals who wish to foster, adopt or act as Guardians, where the disclosure will be risk assessed by the County Fostering / Adoption Manager and a final recruitment decision taken by the Head of Service.

9.8 In the event that a disclosure is received with additional information, the immediate risk will be assessed by the HR Business Centre Employment Check Team against guidance issued by the Safeguarding Team, and / or in consultation with the Safeguarding Team.
9.9 In the event that further information is required from the police due to disclosure information being limited, it is the responsibility of HR Advisory Team and / or the Safeguarding Unit to pursue this with Police Legal.

9.10 For cases assessed as low risk to children and / or vulnerable adults, the disclosure will be reported to the applicant’s manager or the recruiting manager. A formal risk assessment will then be undertaken and Risk Assessment Form completed by the applicant’s line manager (if at KR9 or equivalent grade or greater) or a manager at KR9 or above in the applicant’s line management hierarchy. The Risk Assessment Form should be signed by the applicant and the manager undertaking the risk assessment and recruitment decision authorised by the applicant’s Head of Service or above. KCC will ensure that recruiting or enrolling managers, in consultation with HR Advisory Team are able to identify and assess the relevance and circumstances of offences. The final decision as to whether to continue or discontinue employment or engagement in KCC work rests with the applicant’s Head of Service or above.

9.11 Where offences involve harm to a third party with an increased element of risk to children and / or vulnerable adults the disclosure will be reported to the Safeguarding team via telephone in the first instance and a decision made as to whether (if the applicant is already in post) they need to be suspended from their current duties whilst the disclosure content is under investigation. A formal risk assessment will need to be undertaken and Risk Assessment Form completed as outlined above, with the additional requirement for a recommendation from the Safeguarding Team as to whether to continue or discontinue employment. The final decision as to whether to continue or discontinue employment rests with the applicant’s Head of Service or above.
9.12 The completed Risk Assessment document for cases assessed as low risk to children and / or vulnerable adults (which details the recruitment decision taken, though makes no representation of disclosure content) will be securely held by the HR Business Centre Employment Check Team in a locked, non-portable cabinet accessible only to nominated personnel for a period no longer than six months from the issue date of the disclosure. Once the retention period has elapsed, the document should be suitably destroyed by secure means i.e. cross shredding.
         The completed Risk Assessment document where offences involve harm to a third party with an increased element of risk to children and / or vulnerable adults (which details the meeting held with the applicant and the recruitment decision taken, though makes no representation of disclosure content) will be securely held by the appropriate Safeguarding Manager in a locked, non-portable cabinet accessible only to nominated personnel and retained in line with Information Commissioners Office guidance.

9.13 KCC decisions will be final with no right of appeal.

9.14 The Safeguarding team will audit recruitment decisions on a quarterly basis.
10. Additional Relevant Information
10.1 Enhanced-level disclosures involve an additional check against local police records, and any additional relevant information may be disclosed at the discretion of a relevant Chief Officer. This is included in the disclosure sent to the applicant. 

11. Overseas Applicants
11.1 The DBS cannot currently access overseas criminal records or other relevant information as part of its Disclosure service, so a DBS Check may not provide a complete picture of criminal records that may or may not exist.
11.2 Some countries have their own form of criminal record check, or provide certificates of good conduct. If a Manager is aware that an individual has lived overseas for a period of six months or more, the applicant must be asked to provide a certificate of good conduct or criminal record check from the country of residence. Individuals who meet these criteria should not commence KCC work until such clearance has been received in addition their DBS disclosure. In the event that a certificate of good conduct is not available, the decision as to whether to recruit will be referred to HR Advisory Team. 
12. Umbrella Body Role
12.1 KCC is registered with the DBS as an ‘Umbrella Body’, enabling us to request disclosures on behalf of other organisations and undertake the role of countersignatory.

12.2 Any organisations accessing this service through KCC are required to adhere to the DBS Code of Practice at all times, maintain complete confidentiality and adhere to the Data Protection Act 1998 at all times and abide by KCC’s Statement of Fair Processing, available on www.employmentcheck.org.uk.
13. Monitoring and Recording

13.1 KCC will undertake regular monitoring of the overall DBS process to ensure its compliance with its responsibilities and to protect the integrity and security of the system and process.

13.2 The individual DBS process will be carefully monitored to ensure the appropriate post is being checked and that it is processed accurately and within agreed time scales.

13.3 The HR Business Centre Employment Check Team are responsible for holding and processing all information in accordance with KCC’s Policy Statement on the Secure Storage, Handling, Use, Retention & Disposal of Disclosures & Disclosure Information, included in Appendix 2.

13.4 Information provided by an applicant will be treated as strictly confidential and kept securely in line with the procedure and DBS Code of Practice.

14. Review of Procedure
14.1 This Procedure will be reviewed in accordance with legislative changes and/or business requirements.

15. Advice and Support
15.1 If there is any doubt about the application of this procedure, further advice must be sought from HR Advisory Team, HR Business Centre Employment Check Team and the Safeguarding Unit as appropriate.
16. Legislative framework
· Rehabilitation of Offenders Act 1974 (as amended)

· Police Act 1997 (as amended)

· Health and Social Care Act (2008) (Regulated Activities) Regulations 2010 (as amended)
· Safeguarding Vulnerable Groups Act 2006 (as amended)
· Protection of Freedoms Act 2012 (as amended)
· The School Staffing (England) Regulations 2009 (as amended)
17. Policy Framework
· The Kent Code

· Disciplinary Procedure

· Performance & Capability Procedure

18. Related Guidance
· Criminal Record Bureau (CRB) checks for providers registered under the Health and Social Care Act 2008: Guidance for providers and CQC staff (Care Quality Commission, July 2011)
Appendix 1: Policy Statement on the Recruitment of Ex-Offenders

KENT COUNTY COUNCIL

POLICY STATEMENT ON THE RECRUITMENT OF 

EX-OFFENDERS
As an organisation using the Disclosure and Barring Service (DBS) to assess applicants' suitability for positions of trust, Kent County Council (KCC) complies fully with the DBS Code of Practice and undertakes to treat all applicants for positions fairly. It undertakes not to discriminate unfairly against any subject of a Disclosure on the basis of conviction or other information revealed.

KCC is committed to the fair treatment of its staff, potential staff or users of its services, regardless of race, gender, religion, sexual orientation, responsibilities for dependants, age, physical/mental disability or offending background.

We actively promote equality of opportunity for all with the right mix of talent, skills and potential and welcome applications from a wide range of candidates, including those with criminal records. We select all candidates for interview based on their skills, qualifications and experience.

A Disclosure is only requested after a thorough risk assessment has indicated that one is both proportionate and relevant to the position concerned. For those positions where a Disclosure is required, all application forms, job adverts and recruitment briefs will contain a statement that a Disclosure will be requested in the event of the individual being offered the position.

Where a Disclosure is to form part of the recruitment process, we encourage all applicants called for interview to provide details of their criminal record at an early stage in the application process. We guarantee that this information is only to be seen by those who need to see it as part of the recruitment process. 

Unless the nature of the position allows KCC to ask questions about your entire criminal record we only ask about "unspent" convictions as defined in the Rehabilitation of Offenders Act 1974.

We ensure that all those in KCC who are involved in the recruitment process are fully supported to identify and assess the relevance and circumstances of offences by members of staff who have received appropriate guidance and training in the relevant legislation relating to the employment of ex-offenders, e.g. the Rehabilitation of Offenders Act 1974. 

At interview, or in a separate discussion, we ensure that an open and measured discussion takes place on the subject of any offences or other matter that might be relevant to the position. Failure to reveal information that is directly relevant to the position sought could lead to withdrawal of an offer of employment.

We make every subject of a DBS Disclosure aware of the existence of the DBS Code of Practice and make a copy available on request.

We undertake to discuss any matter revealed in a Disclosure with the person seeking the position before withdrawing a conditional offer of employment.
KCC reserves the right to judge each case on its merits within the following parameters:

· Nature of offence(s) listed and / or police information disclosed

· Relevance to the post applied for

· Length of time elapsed since incident

· Whether the matters disclosed form any pattern

· The circumstances under which the offence was committed

· Changes in the applicant’s personal circumstance

· Openness of declaration during the recruitment process

· Country of conviction

· Decriminalisation

· Remorse

Matters revealed in a Disclosure will be risk assessed as outlined in sections 9 and 10 of KCC’s Disclosure and Barring Service (DBS) Procedure.
Having a criminal record will not necessarily bar you from working with us. This will depend on the nature of the position and the circumstances and background of your offences. 

Appendix 2: Policy Statement on the Secure Storage, Handling, Use, Retention & Disposal of Disclosures & Disclosure Information
KENT COUNTY COUNCIL

POLICY STATEMENT ON THE SECURE STORAGE, HANDLING, USE, RETENTION & DISPOSAL OF DISCLOSURES & DISCLOSURE INFORMATION

General principles

As an organisation using the Disclosure and Barring Service (DBS) to help assess the suitability of applicants for positions of trust, Kent County Council (KCC) complies fully with the DBS Code of Practice regarding the correct handling, use, storage, retention and disposal of Disclosures and Disclosure information. It also complies fully with its obligations under the Data Protection Act and other relevant legislation pertaining to the safe handling, use, storage, retention and disposal of Disclosure information. 

Storage & Access
Paper form Disclosure information is always kept separately and securely, in lockable, non-portable, storage containers with access strictly controlled and limited to those who are entitled to see it as part of their duties. 

On-line Disclosure information is kept only within the Employmentcheck on-line system. Access to the system is strictly controlled and only granted to those who need this as part of their duties. DBS information is never kept on an applicant's/colleagues personnel file.
Handling

In accordance with section 124 of the Police Act 1997, Disclosure information is only passed to those who are authorised to receive it in the course of their duties. 

We maintain a record of all those to whom Disclosure information has been revealed and we recognise that it is a criminal offence to pass this information to anyone who is not entitled to receive it. We only share Disclosure information with those who require this as part of their duties.
To note: those registered care homes which are inspected by the Care Quality Commission (CQC) and those establishments which are inspected by the Care and Social Services Inspectorate for Wales (CSSIW) may retain the certificate until the next inspection. Once the inspection has taken place the certificate should be destroyed in accordance with the DBS Code of Practice.

Usage

Disclosure information is only used for the specific purpose for which it was requested and for which the applicant's full consent has been given.
Retention

Once a disclosure has been received and a recruitment (or other relevant) decision has been made, we do not keep Disclosure information for any longer than is absolutely necessary. This is for a period of up to six months, to allow for the consideration and resolution of any disputes or complaints. If, in very exceptional circumstances, it is considered necessary to keep Disclosure information for longer than six months, we will consult the DBS about this and give full consideration to the Data Protection and Human Rights of the individual subject before doing so. Throughout this time, the usual conditions regarding safe storage and strictly controlled access will prevail.
All personal information kept within the Employmentcheck on-line system is purged after a period of 6 months.
Disposal

Once the retention period has elapsed, we will ensure that any Disclosure information whether this be paper form or on-line information is immediately and suitably destroyed by secure means i.e. cross shredding or deleting within the Employmentcheck on-line system. While disclosure documentation is waiting to be disposed of we will ensure that this is kept in a secure lockable, non-portable storage container or securely within the on-line system. We will not keep any photocopies or other images of the Disclosure or any copy or representation of the contents of a Disclosure. However, notwithstanding the above, we may keep a record of the date of issue of a Disclosure, the name of the subject, the type of Disclosure requested, the position for which the Disclosure was requested, the unique reference number of the Disclosure and the details of the recruitment decision taken.

Acting as an Umbrella Body

Before acting as an Umbrella Body (one which countersigns applications and receives Disclosure information on behalf of other employers or recruiting organisations), we will take all reasonable steps to ensure that they can comply fully with the DBS Code of Practice. We will also take all reasonable steps to satisfy ourselves that they will handle, use, store, retain and dispose of Disclosure information in full compliance with the DBS Code and in full accordance with this policy. We will also ensure that any body or individual, at whose request applications for Disclosure are countersigned, has such a written policy and, if necessary, will provide a model policy for that body or individual to use or adapt for this purpose. 
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